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 

Abstract— Energy consumption is the most popular 

parameter in the wireless sensor network. To reduce the energy 

consumption, mostly uses the clustering topology. Cluster 

formation should be efficient and overall overhead like routing 

overhead should be less. In this paper we proposed an Enhanced 

distributed fault-tolerant clustering algorithm(EDFCA), in which 

WSN is divided into grids and in each grid, there is a cluster head 

which manage all the nodes, mostly all the nodes of particular 

grid are covered by the gateway, very few nodes are uncovered due 

to the communication range of the gateway. EDFCA takes care 

about those sensor nodes which have no gateway within their 

communication range. In the cluster based network, cluster head 

uses more energy rather than other nodes due to extra workload 

and it can be dead earlier rather than other nodes. So EDFCA 

also provides the recovery of the faulty cluster head. And the 

experimental results show the improvement of EDFCA over the 

DFCA (Distributed fault-tolerant clustering algorithm). 

 

Index Terms— Cluster Head, Cluster Formation, Fault 

Tolerance, Grid Deployment, Wireless Sensor Network. 
 

I. INTRODUCTION 

  Wireless Sensor Network is like a distributed system, in 

which various nodes are distributed, they coordinate with 

each other to reach the base station.WSN uses the various 

protocols for sending the data to the base station. It is consist 

of various nodes, the main components of nodes are sensing 

unit, processing unit, communication unit and the 

environment in which it is operated. Each sensor node collects 

data and send to the base station. Sensor node is also called 

the member node. Data is sensed by the network is routed to 

the base station.  

 

  In Wireless Sensor Network, the main issue is the Energy 

Consumption because each sensor node uses own energy for 

communication with the base station. WSN provides cost 

effective solutions for these problems. Clustering techniques 

are used for solving these constraints. It allows organizing the 

member nodes in a hierarchical manner, grouping them into 

clusters, in each cluster one node act as a leader node, which is 

called cluster head (CH) as shown in Fig.1. Cluster head is 

responsible for transmitting the information of whole cluster, 

it helps to avoids the collisions between the sensor nodes 

inside the cluster because they don’t communicate  

 
 

 
 

Fig. 1. A Wireless Sensor Network Model 

 

with the other clusters nodes [1]. Cluster head manages the 

TDMA (Time Division Multiple Access) schedule and 

sending the combined data from the nodes to the base station 

[2]. Clustering techniques are used to achieve long network 

lifetime and decrease the energy consumption.  

 

  In this paper we proposed an Enhanced Distributed 

Fault-Tolerant Clustering Algorithm (EDFCA), there are 

some special nodes, which are called gateways and we also 

called cluster heads interchangeably. These nodes are 

assigned with extra energy but these nodes are also energy 

constrained. For long network lifetime, lifetime of gateways 

plays very important role. Therefore cluster formation is very 

important task in which nodes should be assigned to the 

gateways in proper way. When the nodes are randomly 

distributed, some nodes are uncovered by the gateways 

because they are not comes under the communication range of 

the gateways. 

 

  In EDFCA, WSN is divided into grids, in each grid nodes 

are distributed randomly but evenly, so there are very few 

nodes that have no gateway within their communication range 

as compared to Distributed Fault-Tolerant Clustering 

Algorithm (DFCA) [3]. EDFCA takes care about that nodes 

which have no gateway and there is less overhead due to less 
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uncovered nodes as compare to DFCA. There is no one Left 

out Node as DFCA. When the fault is detected, to recover the 

failure of cluster head, EDFCA avoids the re-clustering 

approach, it provides better fault tolerance algorithm as 

compared to DFCA. Results show that proposed method 

performs well rather than DFCA with respect to Nodes in 

Covered Set, Nodes in Backup Set, Left out Nodes, 

Remaining Energy, Routing Overhead, Number of rounds 

when first node dies. 

II. RELATED WORK 

  Mostly uses the clustering techniques for reducing the 

energy consumption. Many clustering techniques have been 

developed for Wireless Sensor Network. LEACH (Low 

Energy Adaptive Clustering Hierarchy) is the most important 

clustering technique [4] that forms clusters in distributed 

manner. Main drawback of this technique is cluster head is 

selected randomly due to which node with very less energy 

may be selected as a cluster head which may die quickly. 

Therefore number of techniques have been proposed to 

improve LEACH such as I-LEACH [5], PEGASIS [6], 

MULTI-CHAIN PEGASIS [7], TSEP [8], TEEN [9], HEED 

[10] etc. In cluster formation, DFCA takes care about the 

sensor nodes that have no Gateway within their 

communication range and it also presents the recovery of the 

faulty cluster head[3]. Rehana raj T et al. [11] proposed a fault 

tolerant and energy efficient clustering approach in which 

WSN is divided into smaller cluster and sub cluster enabling a 

reduction of communication overhead. This paper also 

propose a fault tolerance method that uses matrix based error 

approximation method for providing the approximate sensor 

data of the failed node. Luciana Moreira Sa de Souza [12] 

present a survey of approaches to fault tolerance and detection 

techniques in WSNs in both theoretical and application driven 

research. 

  The main drawback of DFCA [3] is due to random 

deployment nodes are not evenly distributed in each cluster. 

Some cluster head have more sensor nodes, some cluster head 

have less sensor nodes and some nodes are out of the 

communication range of any gateway. By this, Uncovered Set 

has more nodes. And Second drawback of this algorithm is 

there are left out nodes present, which are not capable to 

communicate with any cluster head due to the communication 

range. They are communicating directly with base station, so 

there is too much energy consumption. When the fault is 

detected in DFCA, there is too much routing overhead while 

broadcasting messages for selecting another cluster head. We 

recovered all these drawbacks in the proposed work. 

III. TERMINOLOGY USED IN ALGORITHM 

 

Covered Nodes and Covered Set: Covered Nodes are 

those nodes which are covered by at least one gateway within 

its communication range. Covered Set is the collection of all 

covered nodes in the wireless sensor network. Covered set is 

represented as . 
 

  Uncovered Nodes and Uncovered Set: Uncovered Nodes 

are those nodes which have no gateway within its 

communication range. Uncovered set is the set of all 

uncovered nodes in the wireless sensor network. Uncovered 

set is represented as . 
 

Backup Nodes and Backup Set: Backup Nodes for an 

Uncovered Nodes are all the Covered Nodes which are comes 

within the communication range of Uncovered Nodes. 

Backup Set for an Uncovered Nodes are the Set of all Backup 

Nodes of Uncovered Nodes. 

 

Left Out Nodes: Left out Nodes are those uncovered 

nodes which are not comes in the Backup Set due to the 

problem of the communication range, these nodes are left at 

all, they can’t communicate with any gateway. 

 

Inactive Nodes:  Inactive nodes are those nodes, which 

have some residual energy but due to the failure of gateway, 

they are unable to communicate with its gateway 

IV. PROPOSED ALGORITHM 

  We proposed an EDFCA, Firstly here is cluster formation 

algorithm as shown in Fig.2. In this WSN is dividing into the 

Grids of same region. In each grid, nodes are distributed 

randomly but evenly. In each Grid there is one Gateway, that 

have equal number of nodes. And that is selected by following 

steps: 

 First we select mid-points of all Grids. 

 Then calculate the distance of all the nodes from these 

mid-points. 

 Getting the shortest distance nodes from mid-points 

and choosing that nodes as Gateways. 

 

  After selecting the gateways in all grids, we choose the 

neighbors of all the gateways and after it gateways will 

broadcast HELLO message to all the neighbor nodes. If the 

node received HELLO message then it becomes the member 

of the Covered Set otherwise it becomes the member of the 

Uncovered Set. The sensor nodes which belongs to the 

Uncovered Set, broadcast a HELP message for backup in 

same grid. The sensor node which belongs to the Covered Set 

and also the neighbor of the Uncovered Node sends a reply 

and becomes an element of the Backup Set. In this algorithm, 

uncovered nodes are very less rather than DFCA. Left out 

Nodes are not present in this algorithm. Both Drawbacks are 

recovered in this algorithm. 

 

  We also proposed a fault tolerance algorithm as shown in 

Fig.3. When fault is detected in particular grid, then EDFCA 

recover the faulty cluster head by finding the residual energy 

of all inactive nodes of same grid. Then call the max function, 

and highest residual energy of the node selected as Gateway. 

By this network overhead decreases as compared to DFCA 

due to less broadcasting while selecting another gateway. 
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Algorithm: Cluster Formation 
 

Step 1:  WSN is divided into 3×3 or 9 grids, in which nodes are evenly 

distributed. 

Step 2: Choose the one gateway per grid. 

             2.1: Choose the mid-points of all grids. 

                   for i=1:9 

              = mid-point of x-coordinate of  

                   = mid-point of y-coordinate of  

                   end 

             2.2: Get the distance of all the nodes from these mid-points. 

            = set of nodes in  grid 

                    for i= 1:9 

                         for j= 1:  

                               = Distance between nodes and mid-points. 

                          end 

                         call min 

                    gateway= min ( ( )) 

                    end 

Step 3: Gateway broadcast HELLO message 

             = set of gateways 

             3.1: while (  receiving HELLO message from ) 

                           becomes the element of  

                     endwhile 

             3.2: if(timeout && no HELLO message received) then 

                           becomes a member of  

                    endif 

Step 4: if (  € ) then 

                    broadcasts a HELP message for backup. 

            endif 

Step 5: if (  € ) then 

                  5.1:  broadcasts a HELP message for backup. 

                  5.2: while (  receiving reply from ) 

                                  BackupSet(  ) = BackupSet(  ) ∪   

                          endwhile 

                  5.3: if ( BackupSet(  ) ≠ 0) then 

                              uses  from BackupSet(  ) as a relay 

                        with highest residual energy to send the data to the CH. 

                       endif 

              endif 

Step 6: Stop.  

 

 
Fig.  2. Cluster Formation Algorithm 
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Algorithm: Fault Tolerance 
 

/* Fault is detected by the sensor node  and set itself as uncovered. */ 

Step 1: If fault is detected in any grid. 

 

              = set of nodes that became inactive. 

             N =  length of  

             for i= 1:N 

                     = energy of  

             end 

             call max 

             gateway= max( )) 

 

Step 2: Stop. 

 

 
Fig. 3. Fault Tolerance Algorithm 

 

 

V.  RESULTS AND DISCUSSION 

  We performed the proposed algorithm using MATLAB 

R2013b. The experiments are performed with 100 × 100 

square meter area by 91 sensor nodes and 9 gateways. Each 

sensor node has initial energy of 2 joules and for each gateway 

initial energy is 10 joules. If the energy of the node reaches to 

0 joules, then that node considers the dead node. In our 

simulation the radio energy model is used as same as [13]. 

 

Here we compare the results of Distributed Fault-Tolerant 

Clustering Algorithm [3], and Enhanced Distributed 

Fault-Tolerant Clustering Algorithm, which is our proposed 

algorithm as shown in Table. 1. 

 

 

 
Table. 1. Comparison of DFCA and EDFCA 

 

Parameters DFCA EDFCA 

Nodes in Covered Set 58 78 

Nodes in Backup Set 27 13 

Left out Nodes 6 0 

Remaining Energy 41.3867 122.1173 

Routing Overhead 8.7800 0.7800 

Number of Rounds When First Node 

Dies 

1 9 

 

From these values, it is clear that proposed algorithm EDFCA provides better results than DFCA [3]. 

 

  
  



ISSN: 2278 – 909X 
International Journal of Advanced Research in Electronics and Communication Engineering (IJARECE)  

Volume 4, Issue 6, June 2015 

1641 
All Rights Reserved © 2015 IJARECE 

 
 

Fig. 4. Nodes in Covered Set 

 

 
 

Fig. 5. Nodes in Backup Set 

 

  

  
 

Fig. 6. Left out Nodes 

 

 
Fig. 7. Remaining Energy 

 

 

  
 

Fig. 8. Routing Overhead 

 
Fig. 9. Number of Rounds When First Node Dies 

 

 

 

Fig.4,5,6,7,8,9 shows the comparison of DFCA(by bar graph 

of red color) and EDFCA(by bar graph of green color) in 

terms of nodes in covered set, nodes in backup set, left out 

nodes, remaining energy, routing overhead, number of rounds 

when first node dies respectively.  



ISSN: 2278 – 909X 
International Journal of Advanced Research in Electronics and Communication Engineering (IJARECE)  

Volume 4, Issue 6, June 2015 

1642 
All Rights Reserved © 2015 IJARECE 

VI. CONCLUSION 

In this paper, we presented Enhanced Distributed 

Fault-Tolerant Clustering Algorithm called EDFCA for 

Wireless Sensor Network. The Drawbacks of DFCA are 

recovered in this algorithm  by using the grid deployment 

method, nodes are distributed randomly but evenly in each 

grid. Each gateway have equal no of nodes and there are very 

few nodes which are uncovered by the gateways rather than 

DFCA. And there is no one Left out Node, mostly all nodes 

are covered by the gateway and uncovered nodes are 

communicated with gateway through backup set. Recovery of 

faulty cluster head recover by the another cluster head in same 

grid. Results shows that EDFCA is more efficient than DFCA 

in terms of Nodes in Covered Set, Nodes in Backup Set, Left 

out Nodes, Remaining Energy, Routing Overhead, Number of 

rounds when first node dies. 
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